$$
\begin{aligned}
& \text { ارزيابى ريسك امنيت اطلاعات با استفاده از شبـكههاى عصبى مصنوعى }
\end{aligned}
$$

$$
\begin{aligned}
& \text { ارزيابى ريسك، مههمترين بخش سيستم مديريت امنيت اطلاعات است. با ارزيابى ريسك، مىتوان وضعيت امـنــيـت اطــلاعــات را در ســازمـان }
\end{aligned}
$$

$$
\begin{aligned}
& \text { فرآيند ارزيابى ريسك امنيت اطلاعات محسوب شود. اين مقاله راهكار جديدى براى ارزيابى ريسك امنيت اطلاعات ارائه مىدهد كه جديـد بــودن } \\
& \text { اين راهكار، به سبب تعريف شاخصهايى نوين براى تعيين احتمال تهديد و سطح آسيبپذيرى مىباشد. سپس با توجه به پیامد حـادثـه، ريسـى } \\
& \text { مربوطه كه با استفاده از شبكههاى عصبى مصنوعى محاسبه شده است، ارزيابى مى گردد. براى اثبات اين ادعا كه شبكههـاى عصـبــى مصـنــوعـى }
\end{aligned}
$$

$$
\begin{aligned}
& \text { همسايهه"، نيز پيادهسازى و با شبكه عصبى مقايسه شدهاست. }
\end{aligned}
$$
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#### Abstract

Risk assessment is a major part of Information Security Management System (ISMS). Using risk assessment, information security status can be determined and by making right decisions, any unnecessary cost could be prevented as well. To improve information security management an effective approach for risk assessment should be utilized. Moreover, introducing an efficient method with a few number of errors can be a desirable step to improve information security risk assessment process. This paper offers a new approach to information security risk assessment. Defining new measures to determine the threat likelihood and vulnerability is the main achievement of our proposed approach. Then, the relevant risk is assessed with respect to impact of the incident. The risk is calculated using Artificial Neural Networks (ANN). To demonstrate the applicability of ANN, three other intelligent methods, namely "SVM", "DT" and "KNN" are implemented and compared with ANN.
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