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In the modern warfare, one of the most important issues is safeguarding confidential and secret information. Each side

of the conflict who is capable to access the information of the other side, will be strategically an tactically superior and

his chance of victory at war will be multiplied. In this regard, the passive defense measures can play an effective role in

reducing vulnerabilities. Cryptography as one of the passive defense measures, to safeguard the classified information,

military intelligence, sensitive business and industrial information, governmental information and individual

information is indispensable. Terrorists, hackers and imposters can obtain the important information and activities of

armed forces and governments through hacking and cause problems for these organizations. For these reasons and in

the course of time, many cryptographic methods were created to secure and safeguard information.

Basically, cryptographic methods are used to safeguard the transferred information on open networks and the stored

information on computers, as well. The classic cryptography systems are vulnerable due to their weak cryptographic

algorithms or weakness in their key management systems. Although the quantum and the new computation theories are

only less than 50 years old, recently, scientists have been able to review completely the consequences of one theory on

another. In this essay attention is paid to the importance of security and different kinds of cryptography attacks and one

of the most advanced cryptography methods, the quantum method, is introduced. The importance of the quantum

cryptography lies in displaying that the Kelby Touring circuit is not used for practical computations.
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